How to add Linux Server in Autobackup

Step 1: Click on Add Button
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Step 2: Click on Linux
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Step 3: A installer is downloaded in your local machine.

No machines

/FE56DB8D-3682-40BA

Add devices

SERVERS

MULTIPLE DEVICES

-

Windows.

VIRTUALIZATION HOSTS

m-
E) RHEV

- n @ e 7 & w

oo
+ add [CEY

¥ in@D e /@ w0 n9g

[

—

windows only

a

Linux

S|

L

X



&« ¢ o © & hitpsy//in-doud.autobackup.io/ui/#/backup-console/resources/F656DB8D-3882-40BA-~ ==+ & y INBD e A/ ® . [ n @

Add Linux machine

1. Downloading

protection agent installer. If your l

You have chosen to open: L
| Cyber_Protection_Agent_for_Linux_xB6_64.bin nload 32-bitinstaller
which is: bin File
from: https://in-cloud.autobackup.io
What should Firefox do with this file? lnstallation
Ogpenvith | Browe . . =
_ the installer on your Linux machine
(@) Save File H
3. Protection
on is complete, enable protection plans in the V
Step 4: Now take the SFTP of your linux server and upload the .bin file that we have
downloaded in Step 3.
Site Manager
Select entry: General | Advanced | Transfer Settings | Charset
-0 My Sit
= . ¥ anes . Protocel: SFTP - 55H File Transfer Protocaol v
i B New site
B Newsite 2 Host: - ] Port:
- B New site 3
. - ! Mew site 4
W testitp Logen Type: | Normal w
User: root
1 Password: -
Background color: | None v
Comrments:
Mew site Mew folder
Mew Bookmark Renarmne
Delete Duplicate




Remote site: | /root

=2 /
+ root
=
Filename Filesize Filetype Last modified Permissions  Owner/Group
.nano File folder 04/04/18 0:53:...  drwsr-xr-x root root
.npm File folder 08/21/20 23:09.... root root
ssh File folder 09/21/20 23:06... drwx------ roct roct
. File folder 09/21/20 23:16:...  drwr-xr-x root root
|| bash_history 2,116 BASH_HIS.. 09/21/20 23:28:... -rw------- root root
|| .bashrc 3,106 BASHRCFile 10/22/1522:45:... -rw-r--r-- root root
| .profile 143 PROFILEFile 08117/1321:000.. -rw-r--r-- root root
L |.nd 1,024 RND File 04/04/18 0562, -rw------- roct root
| wiminfo 1,550 VIMINFOF... 08/21/20 23:16:.. -rw------- roct root
|| wget-hsts 171 WGET-HST.. 09/21/20 22:57:... root root
| |jcameron-key.asc 1,320 ASCFile 12/05/02 06:28:...  -rw-r--r-- root root
[ root@ubuntu: ~ = B

Step 5: Now run below command in your server
Chmod +x Cyber_Protection_Agent_for_Linux_x86_64.bin

./ Cyber_Protection_Agent_for_Linux_x86_64.bin
root@ubuntu: ~ - o

B

Step 6: After that below popup shows



&P root@ubuntu: ~
Cyber Protection Agent Setup Powered by Acronis AnyData Engine

Initializing...

<Tab>/<Shift+Tab> between elements <Space> selects

Step 7: Click on Continue it will install all the required packages.

2 root@ubuntu: ~
Cyber Protection Agent Setup Powered by Acronis AnyData Engine

| Message |}

The Cyber Protection Agent setup has detected that the required
package 'rpm' is not installed.

You may choose "Continue" to try to install this package
automatically by using APT.

[ |
[continue]
I

<Tab>/<Shift+Tab> between elements <Space> selects

Step 8: Now select Agent for Linux




e root@ubuntu: ~
Cyber Protection Agent Setup Powered by Acronis AnyData Engine

| Component Selection |

Select the components that you want to install.
Press Fl2 to see the detailed description of a component.

Agent for Linux
Agent for Virtuozzo
Agent for Oracle

I
| cancel |
L 1

Step 9: After that you will see this

2 root@ubuntu: ~
Cyber Protection ARgent Setup Powered by Acronis AnyData Engine

————————4 Installing Cyber Protection Agent Packages F————————

BackupAndRecoveryAgent-15.0.24476-1
876775023
Agent for Linux

Package progress

Overall progress

<Tab>/<Shift+Tab> between elements <Space> selects

Step 10: Select Show Registration Info
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3 root@ubuntu: ~
Cyber Protection Agent Setup Powered by Acronis AnyData Engine

| Cyber Protection Agent |

To complete the setup, register the machine in the Cyber
Protection service.

Please do not quit the setup program until you confirm the
registration!
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<Tab>/<S8hift+Tab> between elements <Space> selects

Step 11: It will give you the registration code

inter - - - — - — . - -

2 root@ubuntu: ~
Cyber Protection ARgent Setup Powered by Acronis AnyData Engine

| Registration info |

You can copy the registration link and code and perform
the registration steps on a different machine.

Registration link: https://in-cloud.autobackup.io
/bc/reg

Registration code: S (expires in
00:59:14)
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<Tab>/<Shift+Tab> between elements «<Space> selects
Step 12: Now open cloud management console

Add >> Register
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Step 13: Now enter the registration code that you have get at step 11 and then click confirm
registration

Device registration X

Please confirm the device registration

Registration code PXKW-SDZS
Register for Test_Server
Machine name ubuntu

CONFIRM REGISTRATION

Step 14: Now your server is added in cyber backup solution, just click on exit



B root@ubuntu: ~
Cyber Protection Agent Setup Powered by Acronis AnyData Engine

| Installation Completed |

Congratulations!
Cyber Protection Agent has been successfully installed in the system.

<Tab>/<Shift+Tab> between elements <Space> selects




